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About This Report

The United States has become increasingly reliant on space-based 
capabilities for its own economic prosperity, for the defense of both 
the United States and its allies, and for facilitating cross-domain joint 
military operations. At the same time, China has come to assign a great 
strategic importance to space superiority and may view U.S.  activity 
in space as an obstacle to achieving space supremacy.1 As a result, the 
U.S.  government views the protection of these capabilities and the 
deterrence of any activity that could degrade them as vital to national 
security. This report examines the application of classical deterrence 
theory to the space domain and discusses how China’s own objectives 
should be considered to build a tailored deterrence strategy for China 
in space.

The research reported here was completed in March 2021 and 
underwent security review with the sponsor and the Defense Office of 
Prepublication and Security Review before public release.

This research was conducted within the International Security 
and Defense Policy Center of the RAND National Security Research 
Division, which operates the National Defense Research Institute, a 
federally funded research and development center sponsored by the 
Office of the Secretary of Defense, the Joint Staff, the Unified 

1 See Pollpeter, Chase, and Heginbotham, 2017.
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Combatant Commands, the Navy, the Marine Corps, the defense 
agencies, and the defense intelligence enterprise.

For more information on the RAND International Security and 
Defense Policy Center, see www.rand.org/nsrd/isdp or contact the direc-
tor (contact information is provided on the webpage).
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Summary

China has set out ambitious goals in space. Perceiving space as a domain 
of strategic importance, it is seeking dominance there. According to 
primary source documents, the United States is perceived as being an 
obstacle to these goals, and because of this, China is incentivized to 
develop and deploy capabilities that could interfere with space-based 
capabilities of the United States. For this reason, the United States is 
particularly interested in deterring China in space. While we can rely 
on the principles of deterrence strategy outlined in classical deterrence 
theory, a new strategy for space needs to be tailored to the specific con-
text of the space domain and particular U.S. objectives and perceptions 
of China. Tailoring deterrence for China in space requires a consider-
ation of both the space domain’s unique characteristics and China’s 
ambitions in this domain.

Tailored deterrence in space requires a shift from some of the ideas 
that shaped strategies for classical deterrence during the Cold War, par-
ticularly because the United States is moving from deterrence of a par-
ticular weapon to deterrence in a domain. A deterrence strategy for the 
space domain needs to shift from a focus on the use of nuclear weapons 
to targeting a wide variety of behaviors that could interfere with opera-
tions in this domain. Further, operations in the space domain may rely 
on capabilities outside of the space domain and thereby expand the 
boundaries of a space deterrence strategy across different domains. A 
successful deterrence strategy tailored to China requires an understand-
ing of Beijing’s own objectives and its ability to shape perceived gains 
from interfering with United States and allied space-based capabilities. 
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Strategic messaging is important here, and messaging for enhancing 
deterrence should target not only China, but also the broader global 
community.

The purpose of this report is to consider potential ways in which 
the United States, along with key allies and partners, can effectively 
deter China in space—that is, prevent Beijing from taking actions in 
space or interfering with space-based capabilities in ways that are inim-
ical to U.S. national security interests.1 To begin tailoring a deterrence 
strategy, we first discuss deterrence in the space domain, examining 
key tenets of deterrence and how they may or may not be relevant 
in space. We then start the process of tailoring deterrence for China, 
specifically in the space domain. As explained by deterrence experts, 
tailored deterrence is an extension of traditional deterrence: Whereas 
the latter seeks to prevent an adversary from taking an undesirable path 
through threat of punishment or denial, the former customizes deter-
rence efforts to a specific nation state.2 Tailoring deterrence for a par-
ticular adversary specifically in the space domain requires an in-depth 
understanding of the adversary’s objectives, its approach to deterrence, 
and how it perceives the credibility and cost of retaliation should deter-
rence fail. We begin the process of tailoring deterrence for China in 
space by examining Beijing’s goals and approach to space deterrence 
from the perspective of openly available Chinese primary source mate-
rials. After highlighting and summarizing key findings from the pri-
mary source literature, we then offer several potential implications for 
the United States as well as allies and partners in the Indo-Pacific. 
Finally, we consider several potential areas for further research.

1 Our definition includes Chinese testing of capabilities that could be used against the 
U.S. military in the future.
2 For a seminal piece on tailored deterrence, see Bunn, 2007. For more recent work on 
tailoring deterrence, see Nakatani, forthcoming.
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CHAPTER ONE

The Importance of Deterring China in Space

Just over 60 years ago, the first artificial satellite was launched into 
space, introducing an era of technological development and politi-
cal competition that has changed the way we view and utilize this 
domain. Space now plays a significant role not only in scientific 
achievement and exploration, but also in assuring security and pros-
perity for nations that possess and rely on assets in space. This is 
true particularly for the United States. Its space-based capabilities are 
now integral to economic prosperity, to the defense of both the United 
States and its allies across all domains, and to facilitating cross-domain 
joint military operations. Furthermore, there is a growing reliance on 
space-based capabilities as a source of information and support for the 
warfighter on the ground, as evidenced by their vital role in modern 
U.S.  military operations in the Middle East over recent decades.1 
Because of this reliance on space-based capabilities in modern con-
flict, the U.S. government views the protection of these capabilities 
and the deterrence of any activity that could degrade them as vital to 
national security.

While maintaining the peaceful use of outer space is a stated goal 
of the international community, it is nevertheless recognized that space 

1 Space-based capabilities can provide operational advantages in reconnaissance, early 
warning, communications, navigation, and even information about weather conditions. 
These advantages were demonstrated during the United States’ operations in the region, 
including Operation Desert Storm, Operation Enduring Freedom, and Operation Iraqi 
Freedom. See, for example, Vergun, 2021.
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could become a domain of conflict.2 A growing recognition of the poten-
tial for conflict in space is reflected in recent force structure and policy 
shifts in the United States. In December 2019, the National Defense 
Authorization Act for Fiscal Year 2020 was signed into law, creating 
the United States Space Force (USSF) via a significant reorganization 
of the U.S military.3 The 2020 U.S. National Defense Space Strategy 
asserts that “space is now a distinct warfighting domain, demanding 
enterprise-wide changes to policies, strategies, operations, investments, 
capabilities, and expertise for a new strategic environment.”4

The recognition of the potential for conflict in space is also 
reflected in recent shifts in Chinese force structure and policy. As 
China continues to modernize and professionalize the People’s Lib-
eration Army (PLA), it has become clear that Beijing prioritizes outer 
space as both a key enabler of terrestrial joint military operations and 
as a new warfighting domain. Indeed, Beijing has called space the 
“new commanding heights of strategic competition” and a “critical 
domain” for warfighting.5 According to its 2016 space white paper, 
China plans to become “a space power in all respects.”6 Ultimately, 
Beijing plans to leverage space warfare capabilities to achieve Chinese 
President Xi Jinping’s directives for PLA modernization to be “basi-
cally completed” by 2035 and to elevate the PLA to “world-class” 
status by 2050—likely meaning on par with the U.S. military.7 Most 
notably, in late 2015 Xi established the PLA Strategic Support Force 
(PLASSF), which is charged with centralizing and conducting PLA 

2 The United Nations Outer Space Treaty that came into effect in October 1967 states 
that space should be reserved for peaceful uses. See United Nations General Assembly, 1967. 
Indeed, many in the space community assert that the space domain has been militarized all 
along, and the debate now is over its weaponization.
3 See U.S. Congress, H.R. 2500 National Defense Authorization Act for Fiscal Year 2020.
4 U.S. Department of Defense (DoD), 2020a.
5 China’s State Council Information Office, 2015. The “new commanding heights” descrip-
tion is also discussed in Lewis, 2018.
6 China National Space Administration, 2016.
7 Xi, 2017. For analysis of Xi’s goals, see Grossman, 2019.
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space operations and integrating them with cyber and electronic war-
fare capabilities.8

In addition to preparing for potential future conflict in the space 
domain, the United States and other leading space-faring nations 
continue to develop counterspace capabilities. Countries have been 
developing anti-satellite (ASAT) weapons for decades. The United 
States fired an ASM-135 missile from an F-15 fighter to destroy a 
solar observation satellite in 1985.9 In 2007, China demonstrated an 
ability to destroy an object in space by conducting a direct-ascent 
ASAT test in low Earth orbit (LEO), creating over 3,000 pieces of 
debris while demonstrating this key kinetic capability against space 
assets. One year later, the United States demonstrated a similar capa-
bility by destroying a malfunctioning satellite with an SM-3 mis-
sile. In 2020 alone, Russia conducted three ASAT tests, and India 
has now become the fourth country to demonstrate a successful test 
of a direct ascent ASAT missile. According to a recent report from 
the Center for Strategic and International Studies (CSIS), China’s 
PLASSF has begun training specialized units for use of direct-ascent 
ASAT weapons capable of targeting assets in LEO.10 CSIS further 
reports that China has demonstrated some of the technical capa-
bilities required for a co-orbital ASAT capability. Additional coun-
terspace capabilities are being tested and developed by space-faring 
nations, and Beijing has developed a range of other kinetic and non-
kinetic counterspace technologies, such as directed-energy weapons, 
satellite jammers, and on-orbit satellites capable of proximity opera-
tions that could be leveraged in space operations.11 Both the United 
States and China have tested proximity maneuvers in space and are 
developing ground-based lasers and jammers with the objective of 

8 Pollpeter, Chase, and Heginbotham, 2017; see also Costello and McReynolds, 2018.
9 George, 2019.
10 Harrison et al., 2020.
11 For a comprehensive overview of Chinese space and counterspace capabilities, see Stokes 
et al., 2020.
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interfering with satellite performance.12 The testing of counterspace 
capabilities highlights a growing challenge for protecting space assets 
in the future.

Washington’s reliance on space-based capabilities to support ter-
restrial operations, coupled with the increasing development of coun-
terspace capabilities around the globe, has prompted growing interest 
in seeking deterrence in the space domain. The U.S.  2020 Defense 
Space Strategy Summary states that “ensuring the availability of these 
capabilities is fundamental to establishing and maintaining military 
superiority across all domains and to advancing U.S. and global secu-
rity and economic prosperity.”13 However, there are multiple views on 
what is meant by “space deterrence,” and it is important to bound the 
challenge before we address it. The most straightforward definition 
of space deterrence is the persuasion of an adversary to not “disrupt, 
deny, degrade, or destroy the space assets on which a nation relies.”14 
Space assets, according to this definition, include systems that are in 
the space domain and systems that are supporting the space domain 
from the ground. For the purpose of this research report, we define 
space deterrence as the deterrence of interference with any systems that 
operate in space or support the operation of space systems from the 
ground.15 This interference could take the form of actions against 
space assets themselves, ranging from dazzling a satellite’s optics or 
jamming downlinks to the use of kinetic weapons against these satel-
lites, or it could take the form of actions against ground-based assets 
that support space-based capabilities. Because space capabilities are 

12 In 2010, China launched the SJ-12 satellite and conducted a series of remote proximity 
maneuvers with an older Chinese satellite (Harrison et al., 2020). In 2003, the United States 
Air Force (USAF) launched the XSS-10 on a Delta-2 rocket and conducted a series of ren-
dezvous and proximity operations maneuvers near the Delta upper stage (Pfrang, Kaila, and 
Weeden, 2020).
13 DoD, 2020a, p. 1.
14 Finch and Steene, 2011, p. 12.
15 An important distinction here is that “space deterrence” is a means of deterring attacks 
against satellites and related space systems. Space capabilities can also be used for the pur-
pose of deterrence. The latter is discussed further in Chapter Four when we consider China’s 
approach to deterrence.
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also a supporting infrastructure for terrestrial operations, achieving 
space deterrence requires a discussion that extends beyond the bound-
aries of the space domain. In this report, following a discussion of 
some key components of classical deterrence theory, we will explore 
further how space deterrence encompasses other domains and how 
space deterrence can be tailored to deter aggression and interference 
from China in this domain.

Since the purpose of this report is to consider potential ways in 
which the United States, along with key allies and partners, can effec-
tively deter China in space, we systematically examined classical deter-
rence literature, recently published commentaries and academic papers 
on deterrence strategy in the space domain, and a broad set of pri-
mary source documents representing China’s objectives and strategy 
in space. We first looked at classical deterrence literature to provide a 
structured background of key tenets for any deterrence strategy. Since 
much of this literature is based on nuclear deterrence during the Cold 
War, we then researched in this same literature how the context of 
nuclear deterrence specifically shaped the development of deterrence 
strategy. To help build an explanation for how space deterrence might 
be different, we then looked at current publications from researchers 
on security cooperation in space to identify characteristics of the space 
domain and how they differ from the nuclear context. Having identi-
fied key features of a space deterrence strategy more generally, we then 
look to build an approach for a deterrence strategy in this domain tai-
lored to China. We used primary source documents to examine Bei-
jing’s goals and its own approach to deterrence in the space domain 
and examined how these particular goals may challenge some elements 
of an effective deterrence strategy in space. Using these key findings 
from the literature, we then assess potential implications for the United 
States, allies, and partners in the Indo-Pacific.
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CHAPTER TWO

Key Features of Classical Deterrence Theory

The start of the Cold War and the implications of nuclear weap-
ons brought deterrence to the forefront of national security strategy. 
Much of the development of classical deterrence theory therefore 
took place in an era of binary great-power competition and mutually 
assured destruction.1 Alexander George and Richard Smoke define 
deterrence as “the persuasion of one’s opponent that the costs and/or 
risks of a given course of action he might take outweigh its benefits.”2 
The general objective of this deterrence is to “reduce the probabil-
ity of enemy military moves inimical to one’s self.”3 To achieve this 
objective, William Kaufmann describes a successful deterrence strat-
egy as one in which there is both an expressed intention and demon-
strated capability to defend or inflict cost on a prospective attacker, 
such that that attacker would not perceive the attack as worthwhile.4 
At the heart of this concept is the idea that deterrence should convince 
an adversary not to engage in a behavior because to do so would result 

1 As the strategic implications of nuclear weapons were considered, the power of these 
weapons was not in their deployment but in the power of their threat. As Brodie, 1946, p. 7, 
points out, “Thus far the chief purpose of our military establishment has been to win wars. 
From now on, its chief purpose must be to avert them.” This shift from winning wars 
brought deterrence to a prominent role in overall security strategy. For an overview of the 
role of RAND deterrence research over the past six decades, see Long, 2008.
2 George and Smoke, 1974, p. 11.
3 Objective of deterrence as stated in Snyder, 1960, p. 167.
4 See Kaufmann, 1972.
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in unacceptable losses. Further, Thomas Schelling, among others, adds 
that for a threat to be an effective deterrent, it must be clearly com-
municated and the outcome demanded be plainly specified.5 The 
essence of good deterrence, therefore, is not actually imposing costs 
or denying gains, but rather persuading the adversary of your ability 
and intent to do so. How this is accomplished as part of a deterrence 
strategy will depend on the nature of the conflict and the character-
istics of the adversary.

Offense Dominance and Deterrence via Punishment

In classical deterrence theory, costs and risks can be imposed on an 
adversary via denial of gains or via punishment; either way, the intent 
is to convince an adversary that the cost of taking a specific action 
would outweigh the gains of taking that action. Deterrence by denial 
requires various defensive capabilities, the credibility of which depend 
on their perceived level of resilience, including redundancy and recon-
stitution capabilities, and effectiveness, which in turn may often be 
ascertained by the relative military power of the actors in conflict.6 
Deterrence by punishment requires the ability to retaliate following 
an attack. Here, if an actor retains the ability to respond following an 
attack (i.e., the strike did not eliminate their ability to deploy a nuclear 
weapon), the credibility of this approach often relies not on the rela-
tive military power of the actors but instead on the intent of the actor 
responding.7

During the 1950s, the threat of nuclear weapons created an envi-
ronment of offense dominance. Offense dominance refers to a scenario 
in which a conflict is heavily weighted in favor of the offensive actions 
because defenses are largely ineffective against a determined offense. 
Because of this offense dominance, both the United States and the Soviet 

5 See, for example, Schelling, 1960; George and Smoke, 1974.
6 For a further discussion of deterrence by denial, see Snyder, 1959.
7 Snyder, 1959.
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Union focused on deterrence by punishment, each growing its own 
nuclear arsenals to ensure the ability to retaliate. As secretary of defense 
in the Kennedy administration, Robert McNamara posited that avoid-
ing escalation and a nuclear arms race relied on the mutual capability of 
the United States and Soviet Union to destroy each other, rather than 
on the ability of each party to defend against an attack.8 In this manner, 
assured retaliation provided deterrence via threat of punishment.

Assured Retaliation, Credibility, and Attribution

The ability to retaliate is itself not sufficient to deter an adversary. This 
ability and the intent to use it must be clearly and credibly communi-
cated.9 Credible assured retaliation during the Cold War relied on full 
transparency about the deterrer’s second-strike capabilities—that is, its 
nuclear arsenal’s ability to survive a nuclear attack and launch a retal-
iatory strike. Similarly, for credible assured retaliation to be an effec-
tive component of a deterrence strategy in space, a potential aggressor 
should have no doubt about the deterrer’s ability to retaliate and its 
intention to do so.

A vital enabler of assured retaliation is the ability to recognize and 
attribute an attack, so that you know against whom you must retali-
ate. Without the ability to attribute attacks, response options are con-
strained and likely escalatory. During the Cold War, the ability of the 
United States to recognize the nature and source of an attack meant 
that attribution was not a barrier to deterrence. It was acknowledged 
that this attribution capability would validate an appropriate retalia-
tory threat. But if circumstances are such that an attack cannot be 
characterized or its source identified, then the threat of punitive retali-
ation has little deterrent value.

8 This idea is summarized in Mutschler, 2013. The summary presented there is based on 
discussion in Yanarella, 1977.
9 Western thinking on deterrence includes the concept of clear redlines, but also the idea 
that ambiguity could have a role to play in building effective deterrence. Schelling, 1996,  
proposes that “leaving something to chance” could enhance deterrence.
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Mutual Vulnerability and First-Strike Stability

Assured retaliatory capability and mutual vulnerability together pro-
vide what is described by Schelling and Brodie as first-strike stability, 
a condition that arises when neither side sees an advantage to striking 
first. Each of them notes in their seminal works that instability occurs 
when one side perceives that, by striking first, it can destroy the other’s 
capability to retaliate. First-strike instability therefore occurs when one 
side perceives an advantage to striking first to avoid a worse outcome 
that would occur should it wait and incur a first strike itself.10 If the 
potential aggressor does not have the ability (or would have a signifi-
cantly degraded ability) to retaliate following a devastating strike, it 
may have an incentive to preempt out of fear that it will not get an 
opportunity to strike otherwise in what amounts to a “use-it-or-lose-it” 
scenario. Therefore, the ability of both sides to retaliate promotes first-
strike stability.11 According to Wohlstetter, terror and fear are also criti-
cal parts of deterrence strategy, because the principle of assured retali-
ation rests on the belief that fear of punishment shapes an adversary’s 
risk calculus. Kahn adds that “frightening” is even a desirable attribute 
of deterrence.12 First-strike stability, is therefore enhanced by the com-
munication of credible and fear-inducing retaliatory capabilities.

The deterrent relationship between the United States and the 
Soviet Union during the Cold War was premised on each side’s pos-
sessing the ability to inflict unacceptable costs on the other in a nuclear 
exchange. This concept, known as mutual assured destruction, relies 
on the vulnerability to a nuclear strike and the ability to retaliate should 
one occur. This mutual vulnerability between the two actors helped 
shape behavior and limitations on nuclear weapons and their delivery 
systems, including the Anti-Ballistic Missile Treaty, which limited the 
number of land-based antiballistic missile systems and prohibited the 

10 For further discussion of first-strike stability, see Mueller et al., 2006. See also Kent and 
Thaler, 1989. 
11 For description of crisis stability and a further discussion of first strike stability, see, for 
example, Kent and Thaler, 1989; Glaser, 1990; Sigal, 1985.
12 Wohlstetter, 1958; Kahn, 1961.
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development, testing, and deployment of air-, sea-, space-, and mobile 
land-based antiballistic missile systems capable of countering attacks 
by nuclear-armed strategic ballistic missiles.

Deterrence relied not only on the ability of both sides to inflict 
unacceptable costs, but also on the vulnerability of both sides to 
such retaliation in a way that highlights how these concepts coexisted 
in deterrence strategies in this era. The loss of mutual vulnerability 
between two actors can be destabilizing. This situation is one manifes-
tation of a “security dilemma,” wherein one actor’s enhancement of its 
own security makes the other actor feel more vulnerable, and therefore 
more likely to take preventive or preemptive offensive action.13 Embed-
ded in the concept of first-strike stability, therefore, is a symmetric abil-
ity to incur and impose costs. 

The perceptions of vulnerability and costs of action are vital to 
shaping any deterrence strategy. It is these perceptions that are the 
levers for shaping adversary behavior, and these concepts as perceived 
by China in the context of the space domain will be the key to an 
effective tailored deterrence strategy. The above discussion has iden-
tified some key elements of classical deterrence theory—namely, the 
importance of perceived costs and gains from an attack and how the 
perception of incurred cost relies on credible retaliation and mutual 
vulnerability. The following chapter examines the relevance of these 
key elements to deterrence in the space domain to inform how a deter-
rence strategy should be tailored to this domain.

13 This concept of a security dilemma is discussed in further detail in Jervis, 1976, and 
Herz, 1950.
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CHAPTER THREE

Tailoring Deterrence for the Space Domain

Classical deterrence theory outlines the need for managing perceptions 
of vulnerability, building a credible and assured means of denying 
gains or inflicting punishment, and clearly communicating this threat 
and the intent to carry it out. Deterrence strategy in the context of the 
space domain can be expected to involve these same efforts, though the 
approach for doing so may shift considerably due to the nature of what 
is being deterred. Space deterrence strategy requires a consideration of 
the characteristics of that domain and the nature of a conflict scenario 
that includes that domain. Further, and perhaps most importantly, a 
successful approach to deterrence in space requires an examination of 
what it means to shift from the deterrence of a capability to deterrence 
in a domain.

Cold War Deterrence Versus Deterrence in the Space 
Domain

While the destructive power of nuclear weapons prompted the emer-
gence of deterrence theory as a significant part of national security 
strategy during the Cold War, the growing consideration of space deter-
rence is prompted by an increasing reliance on space for the military, 
civilian, and commercial capabilities it affords. The key objectives for 
nuclear deterrence were to prevent even limited use of nuclear weapons 
and, if deterrence failed, to preclude a conflict from escalating to total 
war. It was apparent that the stakes were high, with both parties in 
the bilateral competition recognizing that a nuclear conflict would be 

RRA943-1_CC2020_4p.indb   13RRA943-1_CC2020_4p.indb   13 6/18/21   9:46 AM6/18/21   9:46 AM



14    Tailoring Deterrence for China in Space

-1—
0—
+1—

“total and ultimate, with the future of the world at stake.”1 The objec-
tive for space deterrence is to preserve the capabilities of space systems; 
though the impact of losing space-based capabilities range in severity, 
their loss is generally not perceived as “total and ultimate.” In rethink-
ing deterrence in the context of space, we consider that both the nature 
of what is being deterred and the nature of the stakes if deterrence fails 
are fundamentally different.

When we think about space deterrence today, we are no longer 
discussing how to deter the use of a specific capability, but instead 
how to deter the use of a variety of capabilities in a specific domain.2 
Space deterrence is therefore defined by the nature of the target, not 
the nature of the weapon.3 While the specific objective of space deter-
rence as discussed in this research report is to prevent attacks in this 
domain, it is important to recognize the role of space deterrence as part 
of a larger deterrence strategy for protecting national security more 
generally. As pointed out by Marquez, the prevention of attacks against 
satellites and their supporting infrastructure is one of many interests in 
a broader strategy.4 Further, some analysts assert that stable deterrence 
in space should be considered in the context of the broader deterrence 

1 Morgan, 2003, p. 9. 
2 The role of space systems has expanded, which, while not explicitly discussed here, is still 
a factor in how we think about the changing nature of deterrence in space. Deterrence during 
the Cold War then was closely linked to the safety of space assets because of their integration 
with nuclear force structures. It was presumed that an attack on space assets would necessar-
ily be a prelude to or part of a nuclear confrontation, and because of this integration of space 
assets and strategic infrastructure, space deterrence was not then considered independently 
from the concepts of nuclear stability and deterrence.
3 This perspective follows the distinction made by Mueller, 2013, p. 45, who states that 
“the reason for framing nuclear deterrence as deterrence of nuclear use rather than deterrence 
by nuclear threat is that when we talk about space deterrence we almost always have in mind 
deterring attacks against satellites and related space systems, not the use of space capabilities 
for deterrent purposes, which is a vast and multifaceted subject given the variety of functions 
that space systems perform.” These ideas are also discussed in Morgan, 2010.
4 Marquez, 2011.
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relationship between two adversaries.5 While space, in its supporting 
role for terrestrial conflict, may be an exceptionally attractive target for 
adversaries, the military balance of power and forces across all domains 
will determine whether deterrence in the space domain can be achieved. 
In this manner, space deterrence is not bound by weapon type or con-
strained to activity in the space domain. Because of this change in the 
context of what is being deterred, the strategy for achieving deterrence 
in space will most certainly necessitate a shift from nuclear deterrence in 
the Cold War.

Assured Retaliation and Multidomain Responses

This shift from deterring the use of a capability to deterring a type of 
behavior in a domain requires a shift in how the United States think 
about retaliation and response options. The United States currently 
enjoys an asymmetric advantage in military capabilities from space, 
and as a result, disruption of these capabilities will have a greater 
impact on the United States.6 A retaliation from the United States 
against an aggressor’s own space assets will have a lower impact if the 
aggressor does not share a symmetric level of reliance on these assets. 
This makes space systems an attractive target for an adversary if retal-
iatory actions are confined to the space domain. However, an attack 
on a space asset will not necessarily incite a retaliatory response in the 
space domain. The December 2020 National Space Policy states that 
“any purposeful interference with or an attack upon the space systems 
of the United States or its allies that directly affects national rights will 
be met with a deliberate response at a time, place, manner, and domain 
of our choosing.”7 Because the United States may choose to respond 
to attacks against space assets in a different domain, deterring action 
in the space domain will require a broader accounting of military 

5 Finch and Steene, 2011.
6 Astorino-Courtois, 2017.
7 U.S. Office of Space Commerce, 2020.
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capabilities as part of a larger deterrence strategy from a multidomain 
perspective. Even if United States space assets are an attractive target 
for an adversary, the threat and ability of the United States to retali-
ate anywhere, in any domain, could make the costs to an adversary 
of attacking space assets unacceptable, depending on the balance of 
power across domains and the credibility of a response in another domain. 
Responses to an attack in one domain that result in effects in another 
domain can be referred to as “cross-domain.”8 Assessing the effective-
ness of these response types in a deterrence strategy requires an under-
standing of how an adversary perceives this threat and the challenge of 
shaping this perception. As Schelling points out, a threat is more credi-
ble to an adversary if it is perceived as “in the same currency, to respond 
in the same language, to make the punishment fit the character of the 
crime.”9 Establishing deterrence using cross-domain effects may thus 
require a focus on establishing the credibility of these threats.10

The Challenge of Asymmetric Vulnerability

Strategy for nuclear deterrence was shaped by the devastating nature 
of the weapon and the shared vulnerability to this weapon. During 
the Cold War, there was an understanding that, in principle, nothing 
could be protected from a determined attacker and that both sides 
were vulnerable to such an attack, and this created the conditions for 
mutual vulnerability and offense dominance. While space deterrence 
is not defined by the assumption of mutual devastation should deter-
rence fail, the context of space is still perceived by many as one in 
which all space systems to some extent have a shared vulnerability due 
to the challenge of developing comprehensive defenses for these sys-
tems, which, in turn, can potentially create an environment of offense 

8 See discussion in Manzo, 2011.
9 Schelling, 1966, p. 146.
10 Cross-domain effects need not be limited to military domains and can include effects in 
diplomatic, information, military, and economic dimensions.
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dominance in space.11 Though the vulnerability of assets in the space 
domain is shared, the reliance on assets in the space domain is not. 
Since the dependence on the domain itself is asymmetric, the impact 
of an attack will necessarily be felt more acutely by actors with a greater 
presence in that domain. Without mutual and symmetric dependency, 
targeting assets in space that support actors with a high level of depen-
dency, such as the United States, becomes much more appealing. For 
this reason, an adversary may be motivated to target any perceived 
vulnerability, and the willingness of an adversary to exploit this asym-
metric vulnerability may depend on its own presence in the space domain 
and the perception of the level of this asymmetry. Further, while in the 
Cold War shared vulnerability contributed to shaping behavior and 
constraining the development of nuclear weapons and their delivery 
systems, asymmetry in this vulnerability in the space domain may be 
a barrier to similar developments in establishing behavioral norms and 
treaties. Actors with less at stake in the space domain are less compelled 
to sign on to or abide by behavioral norms that would constrain their 
actions.

Capability and Credibility of Attribution

A successful deterrence strategy requires the ability to detect and attri-
bute an action to the aggressor. However, detection and attribution in 
space are recognized as significant technological challenges. For exam-
ple, the effects of debris or natural phenomena such as geomagnetic 
storms can interfere with satellite operations, making it difficult to 

11 While it is frequently recognized that space systems are characterized by some level of 
vulnerability, the idea that space is inherently offense-dominant is not a universally accepted 
one. One argument is that this idea of space as offense-dominant is premised on a consid-
eration of individual satellites and their vulnerability, but if we look at the end use of these 
satellites and how measures such as proliferation could complicate an adversary’s ability to 
attack, this shifts the offense-defense balance. See, for example, Townsend, 2020. In recog-
nition that it is often easier to attack than defend, we adopt the designation from Van Evera, 
1998, and use the phrase “offense dominant” to mean that offense is “easier than usual” but 
not necessarily easier than defense.
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determine whether interference might be due to an intentional attack.12 
Recognizing the important role of attribution as a cornerstone of any 
deterrence strategy, the United States needs to continue to develop and 
demonstrate an ability to attribute attacks on its space systems in order 
to establish credible and assured retaliation.13 The importance of devel-
oping these capabilities is reflected in the increasing prioritization of 
space domain awareness (SDA) in the USSF and United States Space 
Command.14 Some level of adversary awareness of these SDA capabili-
ties is required for them to act as a deterrent, and for this reason their 
development needs to be accompanied by a focus on strategic messag-
ing and communication.

If the United States would like to deter attacks and other forms 
of threatening behavior, imposing costs outside of the military domain 
could be considered. The threat of retaliation outside of strictly mili-
tary measures requires a consideration of global perceptions as well as 
those of an adversary. For example, if a threatened retaliatory response 
includes the imposition of a political cost, then the effectiveness of this 
threat not only relies on the ability to attribute, but also on the percep-
tion of this ability in the larger global community. To impose a politi-
cal cost, there must be a perception among global stakeholders that 
the aggressor has indeed done something that violates norms or other 
behavioral guidelines. For this political cost to factor into adversary 
decisionmaking, the level of attribution must be sufficient to convince 
these key audiences. However, as noted by General Shelton in 2017, 
anonymity as an aggressor is easier to achieve in space.15 Identifying 
the source of nonkinetic attacks in space can be particularly difficult.

12 The challenge of attribution is further complicated by increasing dual-use assets in space 
and the resulting entanglement and potential blurring of intent.
13 For further discussion, see Gleason and Hays, 2020.
14 Erwin, 2020. USAF Space Command recently shifted its terminology from the use of 
space situational awareness describing catalog maintenance to the use of SDA to include the 
detection and characterization of all threat types (Erwin, 2019). Recent comments from Maj. 
Gen. Leah Lauderback, USSF director of intelligence, surveillance, and reconnaissance state 
that the ability to characterize threats and distinguish them from benign objects is a major 
challenge for the USSF (Erwin, 2021a).
15 See Shelton, 2017.
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If the United States would like to deter threatening behavior short 
of attacks, the challenge of doing so is compounded by the difficulty 
of distinguishing between offensive and defensive weapons in space, 
which thus leaves open the possibility of claims from an aggressor that 
an observed threatening behavior was in fact benign.16 For an adversary 
to incur a political cost for its behavior, there needs to be a valid claim 
that it has done something wrong. If offensive and defensive capabili-
ties can be perceived as somewhat indistinguishable, it is harder to 
create the perception that any posturing with this capability is threat-
ening behavior in violation of accepted behavioral guidelines of norms.

When actions by potential adversaries are not readily observable 
or attributable, an adversary seeking to avoid punishment that relies 
on this attribution is less easily deterred. A successful strategy for space 
deterrence therefore requires addressing this challenge of attribution 
through improved SDA and strategic messaging to the global commu-
nity that includes clear behavioral guidelines.

Establishing Behavioral Norms in Space

Space has only recently emerged as a domain of conflict, and clear 
guidelines for acceptable behavior in space have not yet been estab-
lished. There is a legal prohibition against the use of some space weap-
ons, as enshrined in the 1967 Outer Space Treaty, which prohibits both 
the placement of weapons of mass destruction in orbit and on any celes-
tial body and the use of celestial bodies for military bases, testing, or 
maneuvers.17 The treaty does not, however, make clear what is meant 
by “weapons of mass destruction,” nor does it prohibit launching weap-
ons through space. While emphasizing the peaceful use of space, this 
treaty is seen by many as inadequate guidance to address militariza-
tion in this domain, and many states have been calling for the adop-

16 While the stability of deterrence or likelihood of deterrence failure is not explicitly dis-
cussed in this report, it is notable that the combination of offense dominance and the inabil-
ity to distinguish between offensive and defensive capabilities could be exceptionally desta-
bilizing. This situation is dubbed “doubly dangerous” by Jervis, 1978.
17 For the status of UN agreements related to outer space, see United Nations Office for 
Outer Space Affairs, 2021.
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tion of a treaty specifically on the prevention of an arms race in space. 

Several countries, including China and Russia, are currently pursuing 
multilateral negotiations against the weaponization of space. However, 
the Russian and Chinese draft treaty on Prohibition of Placement of 
Weapons in Outer Space and the Threat or Use of Force against Space 
Objects introduced in the United Nations Conference on Disarma-
ment under the Prevention of an Arms Race in Outer Space agenda, 
would only prohibit the placement of weapons in outer space. It does 
not address terrestrial threats to space systems.

Explicit behavioral guidelines among all global stakeholders could 
help to support stability in the space domain, and reliance on tacit 
agreements may produce an environment that is more difficult to sta-
bilize. Further, Schelling points out that, while tacit agreements are 
possible, they do not always succeed, and even if they do “there is no 
assurance that . . . it will yield to either party a particularly favorable 
outcome compared with alternatives that might have been available if 
full communication had been allowed.”18 Explicit guidance on what is 
unacceptable in the space domain may be an important tool for per-
suading an adversary that constraining its behavior is a better outcome 
than breaching these established guidelines.

In the absence of widely accepted behavioral norms, overt signal-
ing to specific adversaries of clear redlines and acceptable behavior in 
the space domain may similarly impact adversary decision calculus. 
For this approach, the deterrer needs to provide clear signals tailored 
to the potential aggressor about which acts it perceives to be unaccept-
able.19 These signals, though targeted to a specific adversary, need to be 
communicated to the global community at large if potential political 
costs of violating these norms is part of the deterrence strategy. If the 
United States would like to shape a potential adversary’s decision cal-

18 Schelling, 1960, p. 77.
19 “China’s tactic for many years has been to blur the red lines that might otherwise lead to 
open confrontation with the United States too early for Beijing’s liking. The United States 
must be very clear about which Chinese actions it will seek to deter and, should deterrence 
fail, will prompt direct American intervention. These should be unambiguously communi-
cated to Beijing through high-level diplomatic channels so that China is placed on notice.” 
See “To Counter China’s Rise, the U.S. Should Focus on Ji,” 2021.
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culus regarding aggressive action in space using political costs, it needs 
to articulate publicly what it considers to be unacceptable behavior by 
an adversary in space.20 Further, the global audience of this messaging 
needs to buy in to these guidelines of acceptable behavior, and com-
munication of these behavioral guidelines needs to be coupled with 
the credibility of the intent to retaliate if necessary. Effectively threaten-
ing a political cost then requires not only effective public messaging and 
acceptance from the global recipients of this messaging, but also the per-
ception of the adversary that the threat of political retaliation is credible 
based on whether it believes the message and whether it believes that the 
United States would indeed follow through on this threat.21 An adver-
sary that is made aware of the threat of retaliation will likely consider 
any past demonstration of willingness to follow through in its decision 
calculus. Deterrence in space therefore may benefit from previous demon-
strations of a willingness to respond in other domains.22

Establishing behavioral guidelines and redlines can take a vari-
ety of forms, including the communication of well-defined technical 
boundaries or messaging that helps establish boundaries for unaccept-
able behavior in space. Here we see another important departure from 
the nuclear deterrence that results from the shift from deterrence of 
a capability to deterrence in a domain. When deterring the use of a 
capability, such as nuclear weapons, what defines this weapon and 
its use has a clear technical definition. When deterring in the space 
domain, these technical definitions may not be as clear. Actors in the 
space domain do not necessarily agree on what constitutes threatening 
behavior, and ambiguous capabilities make any violation of redlines and 

20 This strategy relies on the adversary valuation of political capital. Rogue actors are less 
concerned with their political standing. Understanding how an adversary weighs political 
capital relative to military objectives is important for determining whether this strategy for 
cost imposition could be a successful one.
21 A detailed discussion of the role of trust in international relations can be found in Kydd, 
2005.
22 Schelling, 1966, p. 36, states that “to fight abroad is a military act, but to persuade 
enemies or allies that one would fight abroad, under circumstances of great cost and risk, 
requires more than a military capability. It requires having those intentions . . . and commu-
nicating them persuasively to make other countries behave.”
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behavioral guidelines more challenging to establish. Further, while 
technical definitions of unacceptable or threatening behavior could be 
made clear and specific, such as a specified range of exclusion zones 
for satellite proximity, this may invite an adversary to approach these 
boundaries without actually breaching them, and continuing techno-
logical advances could require these redlines to frequently shift. In the 
space domain, technical redlines are more difficult to establish, and 
even if they were, such technical thresholds may be unstable as tech-
nologies advance. More robust redlines may rely instead on defining 
behaviors, not capabilities, that are unacceptable. While unambigu-
ous technical redlines may encourage gray-zone tactics, unambiguous 
behavioral redlines may promote deterrence.23 For example, the United 
States has provided a message defining unacceptable behavior in space 
as “any purposeful interference with or an attack upon critical com-
ponents of our space architecture that directly affects this vital United 
States interest.”24 This message targets behaviors and avoids technical 
redlines. This message is also ambiguous enough to leave room for 
adversaries to interpret what is meant by “interference,” and in doing 
so discourages adversaries who may otherwise seek to operate in the 
gray zone just shy of a more specific threshold.25

Communication of Capabilities and Intent

This message from the United States defining unacceptable behav-
ior is itself not enough to deter. While establishing clear behavioral 
guidelines is an important element of a space deterrence strategy, these 

23 Marquez, 2011, p. 16, notes that “setting redlines that are focused on the capabilities of 
certain weapons invites an adversary to approach but not cross a redline.”
24 U.S. Office of Space Commerce, 2020.
25 Here is another instance in which an understanding of the adversary has significant 
importance. Adversaries may be motivated to violate ambiguous redlines by finding room for 
interpretation to the contrary. On the other hand, adversaries may be deterred from violating 
ambiguous redlines because of the increased risk of accidental crossing of this redline. Under-
standing the adversary’s propensity for operating in the gray zone as well as their perception of 
the role of uncertainty in a deterrence strategy is important for shaping strategy here.
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guidelines may not be effective if there is not also a clearly commu-
nicated ability and intent to hold violators accountable. The ability to 
hold violators accountable relies on attribution, and the United States 
has developed its own messaging to assert its ability to detect and 
attribute. For example, in discussing the declassification of the Geo-
synchronous Space Situational Awareness Program, General Hyten 
asserted that the goal of this declassification was to “send a message 
to the world that says: Anything you do in the geosynchronous orbit 
we will know about. Anything.”26 However, communicating the intent 
to impose a suitable cost on violators may be more challenging, and 
this challenge is compounded by the lack of behavioral guidelines that 
clearly indicate unacceptable behavior.

The absence of acceptable behavioral guidelines, coupled with a 
lack of clear intent to punish violators, will significantly degrade the 
efficacy of deterrence, as exhibited by recent activity by Russia and the 
response from the United States. In a series of public statements from 
the United States Space Command in response to Russian ASAT test-
ing, the United States attempted to establish that Russia is in violation 
of behavioral norms in space. This messaging focused on communi-
cating behavioral guidelines and establishing this Russian activity as 
a violation of these guidelines. In July 2020, the United States Space 
Command alleged that “Russia conducted a non-destructive test of a 
space-based anti-satellite weapon.”27 In response to this test, Chris-
topher Ford, U.S. undersecretary for arms control and international 
security, said that the test “highlights Russia’s hypocritical advocacy 
of outer space arms control, with which Moscow aims to restrict the 
capabilities of the United States while clearly having no intention of 
halting its own counterspace program.” Following a December 2020 
ASAT test, the third that year, the United States Space Command 
stated that “Russia publicly claims it is working to prevent the trans-
formation of outer space into a battlefield, yet at the same time 
Moscow continues to weaponize space by developing and fielding on-
orbit and ground-based capabilities that seek to exploit U.S. reliance on 

26 Statement from General Hyten, quoted in Gruss, 2015.
27 U.S. Space Command Public Affairs Office, 2020a.
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space-based systems.”28 These statements sought to indicate that Russia 
violated even its own behavioral norms in space. However, the state-
ment to this effect following the first ASAT test appears to have been 
ineffective at deterring the following two.

The strength of these statements from the United States relies on 
whether there is a credible threat of paying punitive costs should Russia 
continue to conduct these tests. The fact that there were three such 
tests last year may indicate that this threat is not credible and high-
light that establishing this credibility should be an important focus of 
a future messaging strategy. To enhance the efficacy of its messaging, 
the United States could tailor its declaratory policy—and actions such 
as doctrine, training, and exercises—in visible ways that would enhance 
the credibility of the intent to retaliate and thereby have greater impact 
on the adversary’s perceptions of political and military cost of aggressive 
actions in space.

Elements of a Deterrence Strategy for Space

From this discussion, it is apparent that constructing a deterrence strat-
egy for the space domain requires addressing some specific challenges 
due to the characteristics of this domain and the context of who and 
what is to be deterred. The asymmetry of reliance on space-based 
capabilities, the possibility of cross-domain responses, and the diffi-
culty of establishing credible attribution all contribute challenges to 
the building of a deterrence strategy for space. A deterrence strategy 
for space therefore needs to build credibility and legitimacy of cross-
domain responses, account for asymmetric vulnerabilities, and com-
municate attribution capabilities and intent. Messaging and norms are 
an important tool for a deterrence strategy in space, but the success of 
this approach relies heavily on the target of these messages. For this 
reason tailoring a deterrence strategy to a particular adversary is espe-
cially important, and the next chapter will examine how China’s objec-
tives, perceptions, and behavior in the space domain set the context 
for tailoring a deterrence strategy targeted toward this particular actor.

28 U.S. Space Command Public Affairs Office, 2020b.
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CHAPTER FOUR

Tailoring Deterrence for China

Because of China’s expressed ambitions and objectives in space—
namely, preventing United States hegemony there and more  
globally—deterring China from interfering with space-based capa-
bilities is of particular interest to the United States and its allies. 
Achieving deterrence in the space domain against China requires a 
specific consideration of how Chinese political decisionmakers assess 
the credibility of threats to retaliate, how they perceive potential 
punitive costs should they choose to attack, and, importantly, how 
such an attack might support their objectives despite the costs. This 
chapter thus examines China’s objectives in the space domain as 
stated in primary source documents to help build an understanding 
of its perception of cost and benefit from actions in space. Impos-
ing a high cost on China for aggressive action in space also requires 
understanding both its perceptions of the credibility of retaliation 
and its calculation of military and political costs of the action being 
considered.1 Considering objectives and perceptions from a Chinese 
perspective will help to identify an effective approach for building a 
tailored deterrence strategy.

1 This section is meant to provide a brief illustration of the concepts discussed in this report 
in the context of a tailored deterrence strategy for China in space. For a more in-depth dis-
cussion of tailored deterrence as a concept, see Nakatani, forthcoming.
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People’s Liberation Army Space Objectives and Approach 
to Space Deterrence

China has an ambitious set of objectives in space. It seeks to become a 
“space giant” to bolster overall Chinese strength while also recognizing 
space as a key enabler in a terrestrial conflict.2 China views U.S. activ-
ity in space as an obstacle to these goals. Accordingly, to achieve its 
objectives in space, China is seeking to offset any military, commercial, 
or civilian advantages to the United States from space-based capabili-
ties and views these space-based capabilities, including reconnaissance, 
early warning, communication, and navigation systems, as attractive 
targets for an attack.3 China perceives space as a critical United States 
vulnerability and has counterspace weapons capable of targeting nearly 
every class of United States space assets.4 These military objectives 
indicate both the importance and the difficulty of deterring China in 
this domain.

Chinese military objectives in space are apparent from both 
official and semiofficial primary source publications. At the most 
authoritative level, President Xi during his 19th  Party Congress 
speech in October 2017 emphasized the importance of China eventu-
ally becoming a nation of innovators across all domains, including in 
“aerospace.”5 Doing so would help Xi eventually achieve his “China 

2 In June 2013, Xi Jinping made a statement during a video call with the astronauts on 
the Shenzhou X mission about China pursuing a “space dream” as part of an overall effort 
to bolster Chinese strength (Xin, 2013). In 2016, China stated a goal of becoming a “space 
giant” (“Make China a Global Space Giant: Xi Jinping,” 2016). Further, the Chinese strate-
gic community recognizes space as a key enabler in a terrestrial conflict. See Vasani, 2017.
3 Ashley, 2019.
4 U.S.-China Economic and Security Review Commission, 2019. China has long been 
developing and testing means of denying image collections from overhead U.S.  satellites, 
and one focus has been the development of ground-based directed energy weapons for laser 
dazzling of optical equipment on satellites. Gen. Raymond, the commander of SPACECOM 
and the USAF Space Command, has asserted that China is developing laser weapons with 
the intent of blinding U.S.  satellites (Mayfield, 2019). An assessment from January 2019 
warned that China is likely to field a ground-based laser weapon that can counter low-orbit 
sensors in 2020 (U.S. Defense Intelligence Agency, 2019).
5 Xi, 2017.
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Dream” of national rejuvenation. Indeed, while talking to Chinese 
astronauts in 2013, Xi described his “space dream” as part of his over-
all China Dream, noting that China would become stronger “with 
the development of space programs.”6 Beijing’s focus on space resulted 
in the publication of the “White Paper on China’s Space Activities 
in 2016,” which stated that its goal is “to build China into a space 
power in all respects . . . [in part] to effectively and reliably guarantee 
national security.”7 China’s latest defense white paper, published in 
2019, highlights the need “to safeguard China’s security interests in 
outer space.” It further states that Beijing’s ultimate goal is “to safely 
enter, exit, and openly use outer space”—movements Chinese leaders 
do not believe are guaranteed as space increasingly becomes “a critical 
domain in international strategic competition.”8 Notably, and in line 
with Beijing’s consistent and public position to leverage space exclu-
sively for peaceful and scientific purposes, neither Xi nor any other 
authority directly addresses Chinese military ambitions and prepara-
tions in space.

Nevertheless, it is clear from semiofficial publications, particu-
larly PLA writings, that Beijing has big plans for space. According to a 
Western analysis of Chinese military writings, the overarching assump-
tion among Chinese analysts is “the belief that ‘whoever controls space 
controls the Earth.’” Pollpeter and colleagues further observe that “this 
belief is based on the premise that space is the new high ground on 
which success on the terrestrial battlefield is based. Indeed, space is 
so important to [PLA] battlefield success that conducting modern 
war is not possible without its effective use.” They go on to note that 
Chinese military analysts believe they “must first seize the initiative 
in space . . . [which] will require China to achieve space supremacy, 
defined as the ability to freely use space and to deny the use of space to 
adversaries.” 9 Another Western analysis of PLA writings, conducted by 

6 Xin, 2013.
7 China National Space Administration, 2016, p. 2.  
8 State Council Information Office of the People’s Republic of China, 2019, p. 13.
9 Pollpeter et al., 2015, p. 8.
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Dean Cheng, reveals that Beijing first fully understood the importance 
of space following the U.S. military’s successful ability during the first 
Gulf War (1991) to leverage satellites in support of joint military opera-
tions against Iraq.10 Since that time, China has been intensely focused 
on establishing information dominance over the United States to sup-
port future PLA warfighting, including the collection, dissemination, 
and protection of data using space-based assets. The idea is that infor-
mation dominance in space will further enable a “system-of-systems” 
approach to PLA joint operations—that is, a fully integrated mili-
tary network in which command and control decisions are optimized 
through real-time intelligence collection and analysis of the battlespace 
across all domains.11 In pursuit of this key objective, China in late 2015 
established the PLASSF, which is charged with carrying out the major-
ity of PLA space activities and integrating all forms of information in 
support of space, cyber, and electromagnetic capabilities.12

Semiofficial Chinese military writings also offer valuable perspec-
tives on deterrence in a broad sense, as well as on space deterrence. 
It is clear that China’s definition of deterrence is not exactly congru-
ent with the Western definition, even though Western concepts are 
taught in Chinese schools. Generally, the West defines deterrence as 
convincing an adversary—whether through denial, punishment, or 
both—that the risks or costs of certain actions are too high to proceed 
(compellence, a closely associated term, means to do this while adver-
sary action is already underway in order to convince the adversary to 
stop).13 The Chinese version of deterrence, however, goes further than 
the Western definition.14 Known as weishe, this version adds psycho-

10 Cheng, 2018.
11 Engstrom, 2018.
12 Pollpeter, Chase, and Heginbotham, 2017.
13 For the seminal Western work on deterrence, see Schelling, 1966. See also George and 
Smoke, 1974, and Mazarr, 2018. For official government definitions of “deterrence” and 
“compellence,” see Joint Chiefs of Staff, 2019, pp. II-4, II-5.
14 For additional background on weishe, see U.S. National Academy of Sciences and Chi-
nese People’s Association for Peace and Disarmament, 2008.
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logical pressure to the adversary’s decisionmaking “to submit to the 
deterrer’s volition.”15 In essence, this means that Beijing seeks not only 
to deter a single adversary action, but also to undermine the entirety 
of an adversary’s plan to wage conflict against China. Thus, weishe is 
intended to have far greater impact across warfighting domains. Thus, 
for example, PLA actions in space should convince the U.S. military to 
back down not only in space, but in other domains as well. This more 
expansive view of deterrence also indicates a greater importance placed 
on power projection from the space domain from China.

Regarding space deterrence, or kongjian weishe, Chinese military 
writings are not particularly direct. However, one semiofficial piece, 
Course of Study of Space Operations, which is a textbook for the Acad-
emy of Military Sciences, addresses the issue head on. The authors, 
Jiang Lianju and Wang Liwen, argue,

Space deterrence refers to the use of threatened or actual limited 
use of space force, backed up by powerful space forces, to shock 
and awe or curb the adversary’s military operations against 
them. The objective of this operation style is to demonstrate the 
strength and resolve of one’s own space operations by creating 
an appearance, through the combination of intimidation and 
fighting, and making a show of power, which causes misgivings, 
fear, and wavering in the enemy, and compels it to abandon 
its operational intent or control its operational scale, intensity, 
and operational measures, thereby attaining the objective of 
subduing the enemy without fighting or only fighting [a] small 
battle.16 

Jiang and Wang further argue that there are three nonviolent and 
one violent means of deterring adversaries in or through space. Their 
work clearly demonstrates that China conceptualizes space deterrence 
as both using space to deter an adversary and deterring an adversary’s 

15 The phrase “to submit to the deterrer’s volition” appears in the Academy of Military 
Sciences, 2005, p. 215. Cheng, 2011, p. 92, also refers to the phrase.
16 Jiang and Wang, 2013, p. 122.
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interference with space-based assets. Details on these means, as trans-
lated and assessed by Dean Cheng, are as follows:

1. Displays of space forces and weapons: In peacetime, the PLA 
showcases the effectiveness of certain space capabilities through 
state-run media outlets. Displays may also involve inviting for-
eign government representatives, such as defense attaches, to 
observe space testing and demonstrations.

2. Military space exercises: During crisis escalation, Beijing demon-
strates PLA readiness to use space capabilities if the adversary is 
unprepared to back down,

3. Space force deployments: As the crisis continues to escalate, the 
PLA could reposition and array its forces in certain advanta-
geous locations to overmatch adversarial forces.

4. “Space shock and awe strikes”: If all the previous nonviolent 
actions fail to achieve the desired end state, then the PLA is 
prepared to launch punitive strikes to send the message that 
China will resolutely defend itself in space and leverage space 
for terrestrial-based joint military operations against the 
adversary.17

According to Jiang and Wang, punitive strikes can take two 
forms: “soft” and “hard.” Soft strikes are essentially reversible in 
nature—thus, for example, “dazzling” rather than “destroying”—and 
may include cyberhacks, jamming, and spoofing. Hard strikes, in con-
trast, are designed to be irreversibly destructive in nature and could 
involve ASAT or use of directed-energy weapons against United States 
satellites or other space assets.

Underlying Chinese views of space deterrence is the notion that 
deterring in space should have cross-cutting effects on the adversary’s 
abilities and resolve to continue fighting in other domains, whether on 
land, at sea, in the air, or in cyberspace. Indeed, Beijing, like Washing-
ton, does not view deterrence in space as affecting the adversary exclu-
sively in the space domain. Rather, space deterrence should have an 
impact on all facets of the adversary’s plans and capabilities, not only 

17 Cheng, 2018, p. 25. For original Chinese source content, see Sun and Chang, 2003, p. 33.
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in space, but elsewhere as well. Ultimately, China seeks to use space 
deterrence activities to deter an adversary from starting (or continuing, 
in the form of compellence) conflict against it.

Shaping People’s Liberation Army Perceptions of Gains 
and Costs

The preceding examination of China’s objectives in space illustrates 
the particular challenges in deterring China from interfering with 
space-based operations. Space superiority is an explicit goal for China, 
and it may perceive that degrading the United States’ ability to project 
power from space as a stepping-stone to achieving that goal. Primary 
sources document the important role of space in China’s overall goal of 
“national rejuvenation” and indicate that any measures to help achieve 
dominance in space are perceived to have a high value if successful. 
Specifically, China’s focus on information dominance points toward a 
highly perceived benefit both from developing its own capabilities and 
from interfering with space assets that support the information capa-
bilities of the United States. China’s approach to deterrence suggests 
that it may view a limited use of force in space as an effective deter-
rent against adversary military action elsewhere, thereby increasing the 
perceived benefits of demonstrations against space-based capabilities. 
Further, the perceived dependence of the United States on space-based 
capabilities is a vulnerability that tempts exploitation. China perceives 
a high potential gain from specifically targeting any vulnerabilities in 
space-based capabilities due to their current asymmetric reliance on 
this domain.

For the United States to meet these challenges, space deterrence 
requires decreasing the perceived utility of interfering with space-based 
capabilities, mitigating the perception that limited use of space force 
will act as a deterrent, and addressing the view of U.S. vulnerability in 
space. Because China perceives a large potential benefit from aggressive 
action in space, deterrence requires a response costly enough to offset 
China’s perceived gains from interfering with United States space oper-
ations or a significant decrease in the perceived gains toward achieving 
space dominance should they choose to act.
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One approach for increasing China’s perceived cost of aggressive 
action is to impose costs outside the boundaries of the space domain. 
For example, economic or diplomatic sanctions could be implemented. 
Indeed, we see from the above discussion that China’s own view of 
deterrence in space extends beyond the space domain. However, the 
success of this approach relies on persuading the global space commu-
nity that China’s actions are unacceptable. The current lack of widely 
accepted behavioral norms will make this particularly challenging. 
China may claim its actions are benign and, in doing so, avoid incur-
ring any diplomatic or economic sanctions in response. To impose 
political costs, the global space community will need to be persuaded 
that the retaliatory response, from the United States or elsewhere, is 
acceptable. Since China has publicly adopted the position that space 
should be used exclusively for peaceful and scientific purposes, it may 
seek to shape any response to its activity in space as illegitimate and 
counter to those purposes to avoid potential political costs. Such an 
approach is challenging for any actor, but may be especially challeng-
ing when deterring China, given the high value it places on any poten-
tial gains in space dominance.

Defining guidelines for unacceptable activity in space could pro-
vide another means for increasing China’s perceived costs for aggres-
sive action in space. If these guidelines were to be established and 
accepted by the larger global community, an adversary wishing to 
avoid paying a high political cost may be deterred from violating 
them. This approach, however, requires that the adversary places 
sufficient value on its own political capital and perceives that this 
capital is at risk should it act. As China builds its own partnerships 
in the space domain, it may care less about the political capital lost 
among international stakeholders outside of these partnerships. Fur-
ther, China may seek to establish a legitimacy for its own actions 
in space by messaging that the United States has already violated 
the peaceful use of space. One primary source document asserts that 
the establishment of USSF is one such example of a violation of the 
international system of the peaceful use of space.18 According to this 

18 Li, Yao, and Cui, 2019.
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document, the establishment of USSF will intensify tensions in space 
and could trigger an arms race.19 In this manner, China could be setting 
the stage for justifying its own actions in space to the global community 
and using its own messaging strategy to avoid paying the full cost of 
breaking any established behavioral guidelines. China could also engage 
in a messaging campaign that attempts to divide the United States from 
its allies by asserting that USSF is engaging in destabilizing activities 
that it has not disclosed to these allies. China may gain an advantage 
by shaping global perceptions of United States’ ambitions in space in 
order to legitimize its own activity. In light of these challenges, an 
effective approach to deterring China may encourage China and its 
allies to have a stake in the international space community and buy 
in to any established norms. However, as China strengthens its own 
partnerships in the space domain, it gains the ability to influence the 
shaping of behavioral norms in space and may become less incentiv-
ized to seek to comply with the behavioral norms sought out by the 
United States and its allies.20

Another approach to shaping the perceived utility of interfering 
with U.S.  space-based capabilities is by seeking to decrease the per-
ceived gains from doing so. However, China’s perception of U.S. objec-
tives in space may make shaping the perceived gains from interfering 
with U.S. space-based capabilities more difficult. If China perceives 
that the United States is seeking military hegemony in space—mean-
ing that the United States is seeking to maintain not just the ability to 
project power from space, but a military advantage over other actors in 
space—China is less likely to believe U.S. statements asserting that its 

19 Note the dilemma faced by USSF in creating the impression that it supports the peace-
ful use of outer space while also signaling resolve. Statements from USSF attempt to address 
that; for example, Gen. Raymond stated during an Air Force Association 2020 Air, Space, 
and Cyber Conference that “the United States doesn’t want to engage in warfare in space but 
must be prepared for such a scenario” (Lopez, 2020).
20 China’s collaboration with Russia to build a scientific research station on the moon is an 
example of a growing alliance that may have significant influence in crafting international space 
policy (and potentially diminish the influence of the United States in doing so). See Kramer, 
2021.
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space systems are not intended to threaten other assets in space.21 In 
this case, the objective value for China for interfering with the opera-
tion of these space systems is increased, which, in turn, makes deter-
rence of an attack against these systems more challenging. The United 
States could also pursue this denial of gains strategy by shaping China’s 
perceptions of deterrence. If its objective is to deter by a limited use of 
space force, the United States should pursue a messaging strategy that 
a demonstration of force on the part of China, instead of acting as a 
deterrent, would be perceived as escalatory and prompt a response from 
the United States. Decreasing the relative vulnerability of U.S. space-
based assets is another avenue for denial of gains. While a loss of space 
capabilities is likely, at least in the near term, to be more consequential 
to the United States than to China in most scenarios,22 the United 
States can use advantages in other domains to address the vulnerability 
that comes with asymmetric dependence on space capabilities.

Much of the above measures for building an effective deterrence 
strategy rely on legitimizing responses outside of the space domain. 
As discussed above, this legitimacy requires a shared understanding of 
what constitutes an appropriate and proportional response to attacks in 
space. Without this shared understanding, deterrent threats may not be 
credible, and if deterrence fails, a response could be perceived as dispro-
portionate or illegitimate by China and lead to inadvertent escalation. 
Further, China could exploit perceived illegitimacy of a U.S. response 
to avoid political costs of the initial attack. The absence of a shared 
understanding leaves the door open for a savvy adversary to exploit a 
potential misinterpretation to legitimize its own actions.23 To create a 
credible threat of assured retaliation, the United States needs not only 
to make clear to China that it is willing to engage and respond in other 
domains, but also to set the expectation that these responses are per-
ceived as legitimate by the larger international community.

21 This U.S. pursuit of hegemony in space is noted in primary source documents, including 
Zhao and Wei, 2020.
22 Morgan, 2010. This situation may be shifting as the PLA’s dependence on space to sup-
port operations distant from the Chinese mainland is deepening.
23 This point is discussed in Manzo, 2011.
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Elements of a Tailored Deterrence Strategy for China 
in Space

We have discussed features of space deterrence more generally and pro-
vided perspective on China’s strategic objectives for the space domain. 
From this discussion, we can identify features of a tailored deterrence 
strategy for China in space. Some of these features may apply more 
generally to any adversary in the space domain, while some features and 
challenges are specific to China.

A space deterrence strategy tailored specifically for China will 
consider the high value China places on space capabilities and infor-
mation dominance. If China perceives aggressive action in space as a 
means to achieve those objectives, the perceived cost of these aggres-
sive actions will need to be high if China is to be deterred. If China 
does not care about the perceptions of the international community, or 
if it does care, but not enough to offset the perceived gains of aggres-
sive action in space, then deterrence will be particularly challenging. 
As China builds its own partnerships in the space domain, most nota-
bly with Russia, these relationships may diminish the perceived politi-
cal cost of violating any established behavioral norms and guidelines. 
Imposing political costs on China will require strategic coordination 
between the United States and its allies.

A tailored deterrence strategy for China in space will also consider 
China’s growing reliance on its own space-based capabilities. Whether 
China grows to parity in terms of space power projection and reliance 
on space-based capabilities will shape how deterrence in this domain 
should be tailored to China. This growing reliance may decrease the 
perceived relative vulnerability of the United States’ own space-based 
capabilities as the two powers approach parity in their power projection 
from this domain. An effective deterrence strategy tailored to China 
specifically may benefit from encouraging and highlighting this shared 
reliance on space-based capabilities.

Other elements of a space deterrence strategy for China are less 
specific to the adversary and are features of space deterrence more 
generally. A credible ability to attribute is vital to ensuring that China 
perceives a political cost for interference with a space asset. For China 
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to perceive that it would pay a political cost, China needs to be con-
vinced not only that the United States has the capability and intent to 
respond but also that the United States can sufficiently attribute the 
source of this interference and has mechanisms to share this informa-
tion with allies and partners. Without the demonstrated ability to attri-
bute, China could leverage any uncertainty to deny responsibility or 
intent of a threatening action targeting a space asset. The global com-
munity also needs to be convinced of this credible ability to attribute if 
China is to incur political costs for its actions. Imposing a political cost 
on China requires establishing among the relevant global actors the ille-
gitimacy of the action and a credible means of attribution, for example, 
via enhanced SDA, and strategic communication of this capability.

Another general element of a space deterrence strategy is the manag-
ing of perceived legitimacy of considered responses to aggressive action. 
In order for a threatened response to be an effective deterrent, China, 
or any adversary, must perceive a willingness on the part of the United 
States to leverage punitive measures in other domains, and the global 
space community must perceive the legitimacy of these responses. 
From this we see that perceptions of the global community and per-
ceptions of China are important to tailoring a deterrence strategy for 
China in space.
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CHAPTER FIVE

Implications for the United States

A deterrence strategy tailored to the space domain will need to consider 
capabilities, actions, and retaliatory responses in other domains and use 
this to shape China’s perception of the costs and gains of interfering 
in space. From our analysis here, several initial observations on how 
the United States could best shape China’s perception of cost and gains 
become apparent.

First, given that Beijing clearly believes that space deterrence is 
part and parcel of undermining the overall will and capabilities of 
an adversary to resist in armed conflict, Washington might need to 
rethink how it responds to the Chinese escalation ladder. For example, 
if Beijing escalates from military space exercises to space force deployments, 
as described by Jiang and Wang above, then Washington should seek 
to convey to Beijing that its space deterrence strategy is not working. 
This would entail the United States demonstrating resolve to fight on 
in the confrontation, and might require meeting Chinese space esca-
lation with countervailing U.S. responses in the space domain, other 
domains, or both. Doing so would reinforce the message that Beijing 
is failing to achieve the desired end state. Communicating the United 
States’ ability and intent to respond in other domains is important for 
this tailored deterrence strategy. From this perspective, it is concerning 
that official U.S. space strategy still generally conceptualizes American 
space deterrence efforts as confined to the space domain. According to 
the Pentagon’s Defense Space Strategy Summary, published in June 2020, 
Washington seeks “to deter and defeat adversary hostile use of space” 
in order to “maintain space superiority” as well as “deter aggression in 
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space” to “ensure space stability.”1 The strategy does not address how 
Washington would effectively prevent Chinese actions in space from 
undermining terrestrial-based U.S.  joint military operations in all 
other domains. In the first USSF Chief of Space Operations’ planning 
guidance of November 2020, however, the United States approaches 
doing so by stating that “we will support a position of strategic stabil-
ity, United States advantage in space, and a space warfighting pos-
ture that deters aggression and ensures Joint and Coalition warfight-
ers can employ forces in the time, place, manner, and domain of our 
choosing.”2 Further, the United States Space Command, while pre-
viously focused on providing capabilities that support other military 
operations, such as communication satellites and missile warning, has 
shifted to a new paradigm that recognizes that, should U.S. space capa-
bilities be targeted, the United States Space Command would need to 
be supported by other combatant commands.3 These recent shifts that 
recognize the supporting and supported role of the space domain are 
positive moves toward a multidomain approach to space deterrence. 
The bottom line is that the United States’ public statements should 
avoid space-to-space calculations and encompass deterring China’s 
plans to impact the entirety of the United States’ war effort through 
activities in space. Doing so could convince Beijing that such a plan 
would not work, or at least that it would be less effective than previ-
ously thought.

Second, the United States might seek ways of demonstrating that 
it is not as highly dependent on satellite-enabled warfare as Beijing has 
come to believe in recent years. As discussed above, China assesses that 
U.S. satellites were an essential enabler of Washington’s successful joint 
military operations against Iraq. In order to modify Chinese percep-
tions that the United States is heavily reliant on space and therefore 
reduce Beijing’s focus on space deterrence, Washington could publicly 
reveal new capabilities outside of the space domain, such as advanced 

1 DoD, 2020a, p. 2.
2 DoD, 2020b, p. 11.
3 See, for example, statements in an interview with Gen. James Dickinson, commander of 
U.S. Space Command, as reported in Erwin, 2021b.
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surveillance remote piloted vehicles or new communications systems, 
which demonstrate redundancy of its space-based capabilities. Devel-
oping and messaging the existence of this redundancy could encour-
age China to reconsider the value of taking escalatory steps in space. 
From this perspective, the establishment of USSF is counterproduc-
tive because the new service implies that Beijing is correct—that is, 
that the United States does highly value outer space and must defend 
it at all costs to avoid vulnerabilities on Earth. USSF Chief of Space 
Operations’ guidance says as much: “Space is a vital national inter-
est. Activities on land, at sea, in the air, through cyberspace, and in 
the electromagnetic spectrum all depend on space superiority. The 
nation established the United States Space Force to ensure freedom of 
action for the United States in, from, and to space.”4 Chinese observers 
have also accurately identified the rationale behind the establishment 
of USSF, with one noting that “the U.S. military believes that enter-
ing, utilizing and controlling space is of great strategic significance for 
maintaining national defense security. The United States military has 
been committed to innovating tactics and strategies to control space 
power, strengthening the support of space organization system to 
ensure the technical advantages of space equipment.”5 This is not to 
say, however, that the establishment of USSF is an error or is somehow 
misguided. But the fact of USSF’s existence does perhaps unavoidably 
show just how important defending space is for the United States and 
thereby confirms the Chinese approach.

Third, the United States would probably benefit from encourag-
ing China to question its own ability to leverage the space domain in 
support of the PLA’s system-of-systems concept of modern warfare and 
terrestrial-based joint operations. This might be accomplished via a 
demonstration of capabilities that would compromise PLA space sys-
tems, perhaps through enhanced U.S.  cyberhacking, spoofing, jam-
ming, or other dazzling capabilities against China, but could also 
include kinetic options as well. If Beijing believes its ability to leverage 
space for terrestrial-based joint operations is no longer reliable, or less 

4 DoD, 2020b, p. 11.
5 Li, Yao, and Cui, 2019, p. 15.
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reliable than previously assessed, then it might have to look elsewhere 
to achieve these capabilities. In this scenario, the United States may 
observe a reduction in China’s emphasis on achieving space supremacy 
and its corresponding deterrence activities in space. Beijing might be 
compelled to cede gains toward space superiority in favor of gains in 
more advantageous domains. In this regard, the establishment of USSF 
serves the very important purpose of keeping pressure on China in 
space. From a Chinese perspective, it is worrying that the United States 
Defense Space Strategy calls for “build[ing] a comprehensive military 
advantage in space” by “building capabilities to counter hostile uses 
of space.” The strategy further states that “DoD [will develop an agile 
space enterprise that can take advantage of emerging technological 
and commercial innovation in order to continually outpace adversary 
threats.”6 Beijing is undoubtedly concerned about USSF’s long-term 
plans. There is the possibility that the United States eventually outcom-
petes China in space, which would ultimately prompt China to back 
down. Threats to outspend Moscow during the Cold War and how this 
strategy contributed to the Soviet Union’s demise is an intriguing and 
relatively recent historical analogy. However, one Chinese article also 
highlights the destabilizing effect of USSF, noting that “the United 
States’ increased space deterrence not only directly poses a clear threat 
to its opponents, but also causes international space security to increas-
ingly slip into an arms race and security dilemma. This change at the 
level of the international system caused by the United States’ pursuit of 
space hegemony has in turn shaped the current space security relation-
ship, prompting other countries to make complex responses including 
counter-deterrence under system pressure.”7 Thus, USSF deterrence 
activities may have to be carefully calibrated to mitigate concern about 
its role. Messaging about USSF could emphasize its role in maintain-
ing equitable access to space or resilience and reconstitution capabilities 
that deny PLA successes in space rather than simply ramping up puni-
tive capabilities that can be mirrored on the other side.

6 DoD, 2020a, p. 7.
7 Xu and Gao, 2020.
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Fourth, and finally, the United States might want to consider the 
nature of its deterrence messaging to China in space. As mentioned 
above, Washington would likely benefit from increased clarity in its 
warnings and intentions, signaling to Beijing that the United States 
will not “submit to the deterrer’s volition” as China moves up its space-
deterrence escalation ladder. There is a move in the space community 
away from technical warnings based on easily measurable metrics such 
as vicinity constraints in favor of behavior-based warnings, and messag-
ing to China would benefit from following this shift. For example, the 
United Nations General Assembly recently passed a resolution drafted 
by the United Kingdom that focuses on such a behavior-based approach 
rather than an object-based approach.8 The resolution, “Reducing 
Space Threats Through Norms, Rules, and Principles of Responsible 
Behaviors,” gives states the flexibility to assess threats from their own 
national security perspective rather than presenting a unilateral assess-
ment of threat based on an object itself. The focus of this resolution 
on building norms and establishing an international code of conduct 
is in contrast to an object-based approach that would seek a treaty that 
bans specific kinds of ASAT tests. This shift toward a focus on behav-
ioral norms is a positive step toward building a deterrence strategy with 
effective redlines.9 It is also the current position of the U.S. Depart-
ment of State that behaviors should be the driver of deterrence messag-
ing rather than technology and technical limits on its use.10 The impli-
cation would be that if China does not follow acceptable behavioral 
norms, then negative consequences could follow. This approach could 
accomplish two things. First, Beijing might be less likely to place coun-
terspace assets just beyond Washington’s minimum standoff distance 
from the United States, thereby providing the United States with more 
reaction time in the event of attacks. And second, it would put the onus 

8 For a discussion on the U.N. General Assembly and past resolutions on arms race and 
security in outer space, see Krepon, 2014, or Ortega, 2021.
9 According to space policy expert Peter Marquez, for example, the United States should 
shift away from vicinity-based warnings in favor of behavior-based warnings (which may be 
conveyed publicly or privately). See Marquez, 2011.
10 See Ford, 2020, for statements regarding the establishment of behavioral norms.
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on China to be a more responsible power in space. Heeding Marquez’s 
advice to shift away from vicinity-based warnings in favor of behavior-
based warnings could make space force deployments, the third rung on 
the Chinese space escalation ladder, fraught with greater risk to China. 
At present, China seems to have more of an appreciation for vicinity-
based messaging, as in the U.S. delineation of specific locations as red-
lines, as it typically loiters in the standoff threshold. Beijing typically 
disregards behavior-based messaging. The shift in the international 
space community toward establishing norms of behavior, coupled with 
a shift in Washington toward behavior-based messaging, may serve 
to increase the perceived importance of behavior-based messaging in 
Beijing’s mind by presenting them with increased costs should they 
violate these norms. Additionally, by placing the onus on China to 
act responsibly in space through threat of punishment or denial, this 
behavior-based messaging would in effect challenge Beijing’s objective 
to “seize the initiative” early to win in space. The United States has 
noted China’s inconsistency in its words and deeds in space, and this 
inconsistency is facilitated by the absence of behavioral-based norms in 
space.11 China routinely advocates the peaceful use of space and use of 
military force for defensive purposes only, yet continues the develop-
ment and testing of counterspace weapons. Widespread adoption of 
international norms of behavior may resonate in China and, hopefully, 
keep Beijing true to its words (not deeds) and compel it to change its 
behavior going forward.12

11 China has asserted that the creation of the USSF is in itself an aggressive action, poten-
tially as a means of legitimizing their own activity in space. This highlights that the United 
States and allies will need to carefully consider which actions of their own are to be messaged 
as acceptable behavior, not just the actions of China.
12 For a recent example of China stating it intends to keep space peaceful, see Chinese Min-
istry of Foreign Affairs, 2020. Regarding China’s defensive military strategy, it is known as 
“active defense.” Active defense prioritizes the deployment of offensive and defensive forces 
and systems to extend China’s defensive perimeter. Authoritative Chinese documents on 
active defense are explored in Heath, 2016, pp. 18–19.
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CHAPTER SIX

United States Coordination with Allies and 
Partners

Successful deterrence against Chinese activities in space may be rein-
forced by involving key U.S. allies and partners. There are several allies 
and partners in the Indo-Pacific with shared concerns of China’s grow-
ing military space capabilities, including India, Japan, South Korea, 
and Taiwan.

Of these allies and partners, Japan is unique because it is probably 
the most concerned and because it possesses the technical wherewithal 
in space to compete with China. Although domestic laws severely 
restrict Japan’s ability to leverage space for military purposes, through 
the passage of the Basic Space Law in 2008 Tokyo was granted new 
authorities to engage in space activities that support Japan’s national 
security. Since then, Japan has been steadily increasing its military 
presence in space. In January 2017, for example, Tokyo launched its 
first military communications satellite.1 In November  2020, Tokyo 
launched an optical data relay satellite for both civilian and military 
purposes.2 Japan is also planning to expand its intelligence, surveil-
lance, and reconnaissance capabilities, stating in its most recent space 
implementation plan an expansion of the Information Gathering Satel-
lites network of reconnaissance satellites; such capabilities could facili-
tate increased allied coverage of China.3

1 Reuters Staff, 2017.
2 “Japan Launches Data Relay Satellite to Improve Disaster Response,” 2020.
3 Japan Cabinet Office, 2017; provisional/tentative translation.

RRA943-1_CC2020_4p.indb   43RRA943-1_CC2020_4p.indb   43 6/18/21   9:46 AM6/18/21   9:46 AM



44    Tailoring Deterrence for China in Space

-1—
0—
+1—

Japan is still relatively new to treating space as a military domain. 
The official Japanese 2020 defense white paper lists it as one of the 
“new domains,” and Tokyo’s current presence there is overwhelmingly 
civilian.4 But with the passage of each milestone, Japan’s threat percep-
tions in space have grown as well. Significantly, the defense white paper 
notes that “in the security area, major countries have been making 
proactive efforts to use outer space for maintaining peace and safety.” 
However, the paper added, “The development and verification test of a 
killer satellite [country undisclosed], which approaches a target satellite 
to disturb, attack, and capture it, is underway, increasing the threat to 
the stable use of outer space.”5

Tokyo’s evolving security concerns in space have prompted Japa-
nese strategic thinkers to consider how their country, in conjunction 
with their top security ally in the United States, might effectively deter 
China in space.6 This strategic thinking includes a focus on a tailored 
deterrence approach as well as the use of cross-domain deterrence and 
strong partnerships to contend with China’s growing military power.7 
One scholar, in considering the problem of China’s growing power, con-
cludes that “Tokyo and Washington should work together to develop a 
joint, cross-domain allied space deterrence strategy” and argues that a 
U.S.-Japan alliance should aim to enhance space deterrence by increas-
ing the perceived cost of attacks against allied space assets and improv-
ing the resilience of space systems.8 A partnership could strengthen 
behavioral norms and thereby increase the perceived cost for violating 
these norms. A partnership could also enhance resilience insofar as 
each member has shared or redundant capabilities.

4 Japanese Ministry of Defense, 2020.
5 Japanese Ministry of Defense, 2020, p. 11.
6 One Japanese strategic thinker at the Air Command and Staff College within the Japa-
nese Ministry of Defense, Captain Hiroshi Nakatani, is weighing the applicability of a tai-
lored deterrence approach, implicitly to contend with China’s growing military power. See 
Nakatani, forthcoming.
7 One such partnership is the space situational awareness sharing agreement with the 
United States, in place since 2013. See DoD, 2015.
8 Kazuto Suzuki, 2017, p. 92.
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Although these initial proposals are promising, Japanese thought 
leaders are apparently yet to attempt to build a tailored approach to 
deterring China in space—whether through the alliance or indepen-
dently. However, the view that Tokyo must recognize the cross-domain 
impacts of space deterrence is essential when considering China’s mili-
tary strategy of intimidation in space. Like the United States, Japan 
will want to ensure that it does not “submit to the deterrer’s volition” 
because of one or several Chinese space activities. Indeed, the U.S.-Japan 
alliance itself bolsters both countries’ resolve to not submit to China. 
This is a good thing. In terms of a Western-style deterrence strategy by 
punishment and denial, both punishment and denial capabilities can 
deter China in space, but punishment capabilities run a greater risk of 
causing a destabilizing arms race. Hence, Japan might consult with the 
United States on prioritizing denial over punitive capabilities to avoid 
unnecessarily worsening its space security environment.
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CHAPTER SEVEN

Areas for Future Research

The purpose of this research report is to describe the key components 
of a deterrence strategy in space and begin the process of building a tai-
lored deterrence profile against China in the space domain. It is clear 
that understanding Chinese goals in space and its approach to deter-
rence from space can provide U.S. decisionmakers and planners with 
important insights into how best to counter Beijing’s approach. The use 
of primary source documents to characterize these goals and strategies 
can help to build this understanding. However, much is left to explore. 
While this report examines Chinese goals in the space domain and 
how that impacts the development of an effective deterrence strategy, 
it does not explore how China’s space programs are being employed 
to achieve its goals. Future research should focus on this issue as well. 
Developing a richer view of Chinese perceptions and activities in 
space would contribute greatly to building a more nuanced approach 
to deterrence. Follow-on research activities should seek to glean 
additional insights from interviews with government officials (U.S.,  
Chinese, Japanese, and others) and other experts. Finally, research on 
U.S. allies and partners’ potential roles in deterrence efforts against 
China in space deserves greater attention in future studies. A focal 
point of these assessments should be the extent to which U.S. allies and 
partners properly understand Chinese goals and strategy in space so as 
to develop the most effective response.
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T
he space-based capabilities of the United States have 

become integral to economic prosperity, to the defense 

of both the United States and its allies across all domains, 

and to facilitating cross-domain joint military operations. 

The U.S. government thus views the protection of these 

capabilities and the deterrence of any activity that could degrade 

them as vital to national security. Concurrently, China regards space 

capabilities as both a key enabler in terrestrial conflict and a means of 

bolstering its overall strength, and views United States activity in space 

as an obstacle to these goals. Accordingly, China may be motivated to 

exploit any evident U.S. vulnerabilities in the space domain to further its 

own objectives. Deterring China in space is therefore a priority for the 

United States Department of Defense and its allies and partners.

The authors of this report consider deterrence concepts and examine 

how a deterrence strategy could be tailored to recognize the unique 

characteristics of the space domain and the particular objectives of 

China in space. To accomplish this, they review literature on classical 

deterrence theory and identify some key features that are particularly 

relevant to deterrence in the space domain. They then build a 

foundation for tailoring deterrence for China in space by examining 

Beijing’s goals and approach to space deterrence as stated in 

openly available Chinese primary-source materials and identifying the 

implications of these findings for the United States and its allies and 

partners in the Indo-Pacific.
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